
 

 

TAMIU is participating in the National Cyber Security Awareness Month program run by the 
National Cybersecurity Alliance (NCSA) to create awareness about cybersecurity. Each week 
in October, we will provide information and tips on protecting yourself at work and home. 
Our goal is to help you make the most of today’s technology safely and securely. 
 
This week’s theme is Don’t Get Phished. 
Phishing is a cybercrime where fraudulent emails are sent appearing to be from reputable 
companies to induce individuals to reveal personal information, such as passwords and credit 
card numbers. 
 
Today's we are sharing a security awareness newsletter on CEO Fraud.  This has become a 
very common and highly successful targeted attack technique used by cybercriminals around 
the world.  You need to be aware of this. 

 
 
You may also want to subscribe to OUCH! — The world’s leading, free security awareness newsletter 
designed for technology users. 
 

https://securingthehuman.sans.org/resources/newsletters/ouch/2016
https://securingthehuman.sans.org/newsletters/ouch/issues/OUCH-201607_en.pdf


 

 
 
 
The University provides external links for their potential educational value. However, the 
university is not responsible for the contents of linked sites or any external links contained on 
those sites.  The inclusion of any email link does not imply endorsement of its content, and the 
university assumes no legal liability relevant to its usage. Please contact the linked site with any 
concerns or needed accommodations for disability requirements.  

https://www.stopthinkconnect.org/

